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## POLICY STATEMENT

## The Prince’s Trust encourages the safe and effective use of digital communication tools to promote the work of the organisation, while minimising risks to young people, stakeholders and our reputation.

## This document provides a framework for use of digital communication channels for business purposes, as well as personal use that may affect the organisation in any way.

This policy applies to all Prince’s Trust employees and any others working for The Prince’s Trust (e.g. casual workers, agency staff and staff on secondment from other organisations). References to ‘staff’ or ‘you’ in this policy therefore covers employees and contractors.

Volunteers and delivery partners have their own guidance documentation, but checks should be made that these meet the standards of The Prince’s Trust Group’s policies. In the event that they do not, this policy should be shared with them.

Advice on this policy can be delivered by the Digital Marketing team upon request.

Responsibility for this policy rests with The Prince’s Trust Council, delegated to ExCo.

**BACKGROUND**

This is an updated policy (from the original, published in 2016) which references:

* **Definitions** regarding influencers, official channels and online contact
* **New digital communication tools** (e.g. podcasts and vlogs)
* **Communication with young people** using social media
* **Additional examples of online communication which could threaten The Trust’s business interests or reputation** (e.g. security threats, offensive content and political affiliation)
* **Working with digital influencers** (e.g. YouTubers)

**LINKS TO OTHER POLICIES**

## Other internal policies which may be relevant to this policy are:

## Information Security Policy

## Safeguarding Policy

## Feedback and Complaints Policy

## Dealing with the Media, Campaigning and Lobbying Policy

## Data Protection Policy

## This document should also be read in conjunction with the ‘[Social Media Guidance](https://princes-trust.interactgo.com/Interact/Pages/Content/Document.aspx?id=2251)’ note.

## Social media should never be used in a way that breaches any of our other policies. If an online post would breach any of our policies in another forum, it will also breach them in an online forum.

## DEFINITION AND EXAMPLES

**Devices** can include but are not limited to: desktop computers, mobiles or consoles with internet connection.

**Digital communication channels** refers to websites, chatrooms, forums, social media networks, podcasts, blogs and vlogs and includes official business accounts as well as personal accounts.

## Digital influencers refers to YouTubers and bloggers who are celebrities in their own right, within the digital industry. These relationships are cultivated and managed by the Head of Youth Marketing and Advocacy.

### **Inappropriate content** includes: pornography, racial or religious slurs, gender-specific comments, information encouraging criminal skills or terrorism, or materials relating to cults, gambling, violence and illegal drugs. This definition of inappropriate content or material also covers any text, images or other media that could reasonably offend someone on the basis of race, age, sex, religious or political beliefs, national origin, disability, sexual orientation, or any other characteristic protected by law.

## Official use of social media refers to channels which are viewed by the public as representing the opinions of The Prince’s Trust.

**Online contact** refers to two-way online communication with a Prince’s Trust young person using a digital channel such as websites, social media networks, blogs and vlogs etc.

## Personal use of social media refers to channels that are owned and managed by individuals outside of The Prince’s Trust.

**Young person** refers to a Prince’s Trust young person who is within the organisation’s care, both under and over 18 (unless otherwise specified).

**CONTACTS**

**If you have a query in relation to this policy, please contact:**

* **Senior Head of Digital Marketing**
* **digitalmarketing@princes-trust.org.uk**

## Any misuse of social media should be reported to the Senior Head of Digital Marketing. Questions regarding the content or application of this policy should be directed to the Senior Head of Digital Marketing.

## YOUR RESPONSIBILITIES

## All staff are responsible for the success of this policy and should ensure that they take the time to read and understand it.

## Line managers have a specific responsibility for operating within the boundaries of this policy, ensuring that all staff understand the standards of behaviour expected of them, and taking action when behaviour falls below its requirements.

## The Digital Marketing team does not actively police professional and / or personal digital channels but will occasionally make spot checks. Any poor, unprofessional behaviour on professional or personal digital channels seen by the wider organisation should be reported to the individual’s line manager, as well as the Senior Head of Digital Marketing using the email address above, so advice can be sought from People & Learning as needed.

## Breach of this policy may result in disciplinary action for staff up to and including dismissal. Any member of staff suspected of committing a breach of this policy will be required to co-operate with our investigation, which may involve handing over relevant passwords and log-in details.

## You may be required to remove any social media content that we consider to constitute a breach of this policy. Failure to comply with such a request may in itself result in disciplinary action.

# ORGANISATIONAL PROCEDURES

# Official use of social media

## Official use of The Trust’s social media platforms is only permitted by designated MarComms staff as agreed with the Senior Head of Digital Marketing via written confirmation ̶ unless otherwise stated.

## The official social media channels used both nationally and regionally, which are recognised by The Trust as of September 2020, are listed below. These are continuously under review and could change or grow at any time:

## Facebook: To promote initiatives and provide information via direct messages

## Twitter: To promote initiatives and provide information via direct messages

## Instagram: To promote initiatives and provide information via direct messages

## LinkedIn: To promote initiatives

## TikTok (national): To promote employability programmes and resources through motivational top tips, advice and guidance videos

## Designated staff overseeing ‘official’ accounts must, at all times, act in the best interests of The Prince’s Trust, its young people and other stakeholders when creating, participating in or contributing content to The Trust’s social media sites.

##

## At all times the prime consideration must be the safeguarding and wellbeing of our young people and other stakeholders.

## All official accounts should be associated with a Prince’s Trust email address. It is the responsibility of the designated staff member running an official account to ensure that the Digital Marketing team have an up-to-date record of the account’s username and password.

## The Digital Marketing team will supply specific guidance and training to all designated staff running official accounts, some of which can be found in the ‘[Social Media Guidance](https://princes-trust.interactgo.com/Interact/Pages/Content/Document.aspx?id=2251)’ note.

## If you are contacted for comments about The Trust for publication anywhere (including any social media outlet), direct the enquiry to the Director of Marketing and Communications (or Deputy Director of Communications in their absence). Do not respond without written approval.

# Personal use of social media

## As with professional accounts, on personal social media staff must not use social media to post “inappropriate content” (see definition above for more details.)

## In your own time

## Occasional personal use of social media during working hours is permitted so long as it does not involve unprofessional or inappropriate content, does not interfere with your employment responsibilities or productivity and complies with this policy.

## You must avoid making any social media communications that could damage The Trust’s business interests or reputation, even indirectly.

This includes, but is not limited to, creating a security threat; sharing inappropriate and / or offensive content; using social media for criminal or illegal activities; broadcasting unsolicited views; and sharing confidential and sensitive information that could breach our ‘Data Protection Policy’.

**Within work / within a work capacity**

## You must not use personal social media to make ‘asks’ to digital influencers or celebrity ambassadors on behalf of The Prince’s Trust. All ‘asks’ (including, but not limited to: campaign involvement, event attendance and social media support) are managed nationally or regionally. In all instances, liaise with the relevant Celebrity Ambassador Manager or Head of Youth Marketing and Advocacy.

## An example could include asking a YouTuber with mass-market appeal to attend a local event without consulting the relevant colleagues who can strategically advise the right approach to ensure the opportunity is optimised to benefit the wider organisation.

## If you are active on social media and wish to promote the work of The Trust, you are encouraged to engage with official Prince’s Trust social media accounts by sharing and contributing to campaigns.

## Personal websites, social media accounts, podcasts, blogs and vlogs should always be clearly marked as such and it should be made clear that they do not reflect the views of The Prince’s Trust. All personal accounts or pages which reference The Prince’s Trust in any way should carry a disclaimer such as ‘All views are my own’. For blogs and websites, the following line should be used ‘The views expressed on this [blog; website] are my own and do not necessarily reflect the views of The Prince’s Trust’. To support this, personal account handles / usernames should not use the term ‘The Prince’s Trust’ (or any variations e.g. Prince’s Trust, PT) within them to avoid official affiliation with the organisation i.e. @SarahPT – which could harm our reputation.

## Confidentiality and neutrality

## Confidential and personal information which you have access to as part of your employment, including intellectual and copyrighted property and details of Trust programmes or projects must not be discussed on personal social media channels. Please use sound judgement when determining what is suitable for public consumption.

## For example, congratulating a Team programme for completing a celebration day is suitable to share online (providing personal data of the young people involved is not shared i.e. full names). But, under no circumstances should budget discussions be shared in the public domain – this is confidential information.

## Your personal use of websites, social media accounts, podcasts, blogs and vlogs must be tempered by an awareness of the potential conflicts that may arise. For example, staff showcasing their affiliation to The Prince’s Trust should be careful to maintain political neutrality in line with The Trust’s wider policy. This neutrality includes, but is not limited to, national and local government activity and votes of any kinds i.e. contests, competitions and polls.

## More information can also be found in the ‘[Dealing with the Media, Campaigning and Lobbying Policy](https://princes-trust.interactgo.com/Interact/Pages/Content/Document.aspx?id=7415&SearchId=)’.

If a general election is called, the period in the run up to that time is called ‘Purdah’. This requires all staff to be especially carefulabout how The Prince’s Trust engages with politicians as to ensure none **of our activity could influence the way anyone might vote**.

During ‘Purdah’ in a professional capacity, using a Prince’s Trust official communications channel, we should not retweet, favourite or ‘like’ anything from any election candidate or someone clearly promoting a particular political party. Outside of this period, it can be ok to ‘like’, ‘retweet’ or ‘favourite’ a comment from a politician. However, we have to consider the content of the comment we are promoting as we can never promote one party over another.

If you engage with this type of content using a personal channel, it is imperative that you have included ‘all views my own’ in your biography to disassociate them from the views of The Trust.

## Consent

## Caution is advised when publishing any content featuring young people who are taking part in Prince’s Trust activities. Photographs, videos or any images of young people under 18 years of age should never be published on personal social media accounts. Photographs, videos or any images of young people over 18 years of age should not be published on personal social media channels without their express permission and signed publicity consent.

## More information can be found in the ‘[Social Media Guidance](https://princes-trust.interactgo.com/Interact/Pages/Content/Document.aspx?id=2251)’ note. The [publicity consent](https://princes-trust.interactgo.com/Interact/Pages/Content/Document.aspx?id=2277) form (also known as the media consent form) is also available on The Loop.

## Online contact with young people

## Staff who use their personal social media accounts to promote the work of The Prince’s Trust should ensure their content is accurate and appropriate and must keep engagement with Prince’s Trust young people over the age of 18 on their personal social media accounts to a minimum, in a strictly professional capacity – always ensuring permission has been secured and a signed publicity consent form is in place. There should be no engagement with Prince’s Trust young people under the age of 18 of any kind on personal social media channels and private messaging is not permitted.

## Being in a position of trust, and working with vulnerable young people, it is important to keep professional online content as public as possible in line with our ‘[Safeguarding Policy](https://princes-trust.interactgo.com/Interact/Pages/Content/Document.aspx?id=3812&SearchId=)’ and organisational values. See the ‘[Social Media Guidance](https://princes-trust.interactgo.com/Interact/Pages/Content/Document.aspx?id=2251)’ note for more details.

## Any disclosure of abuse should be dealt with in the same way as face-to-face disclosure using the guidance from The Trust’s ‘Safeguarding Policy.’

## Should internal or external feedback or complaints be raised, you will be required to meet with your line manager and potentially the Senior Head of Digital Marketing – and advice may be sought from People & Learning.

## The social media networks which are not approved by The Prince’s Trust Digital Marketing department as suitable for youth-led mass-market communications, currently include: Snapchat and WhatsApp due to safeguarding concerns. Anyone who believes that such activity is taking place, should report it to their line manager and the Senior Head of Digital Marketing (using the details above).

## ADVOCACY

## Use of The Trust’s pro-bono online advocacy tool, Everyone Social, is permitted and encouraged – enabling you to share content across your suite of social media channels at the touch of a button based on your interests.

## As cited above, it is important that any pages referencing The Prince’s Trust carry a disclaimer to avoid official affiliation with the organisation.

## MONITORING

## We reserve the right to monitor, intercept and review, without further notice, staff activities using our IT resources and communications systems, including (but not limited to) social media postings and activities. This is to ensure that our rules are being complied with and for legitimate business purposes, and you consent to such monitoring by your use of such resources and systems.
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